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Hikvision – NVR/DVR Setup Guide for webeyeCMS 
 
Prerequisites 
 
You will need access to the NVR/DVR menu interface. This can be accessed either by connecting a 
monitor and mouse to the device, or by browsing to the web interface from your web browser. In this 
guide, we will be using the web interface. The interface may differ slightly on your device depending on 
your model and firmware version. 
 
 
Setting up P2P 
 

1. Log in to your NVR/DVR so the menu interface is available. 
2. Go to “Configuration/System > Network > Advanced Settings”. 
3. Click on “Platform Access”.  
4. Tick the “Enable” checkbox. 
5. Enter a verification code. You must come up with the verification code yourself. It must be 6 to 

12 letters (a-z, A-Z) or numbers (0-9). Keep a note of the code you choose as you will need it 
later in webeyeCMS.   

6. Click “Save”. 
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Setting up Direct Connection (DDNS) 
 

1. Log in to your NVR/DVR so the menu interface is available. 
2. Go to “Configuration/System > Network > DDNS”. 
3. Tick the “Enable” checkbox. 
4. Select your DDNS provider from the dropdown. 
5. Enter the DDNS server IP address, allocated hostname, port, and the username/password of 

the DDNS provider. 
6. Click “Save”. 

 
IMPORTANT NOTE: For webeyeCMS to live stream your device via direct connection, please ensure 
Platform Access is disabled (P2P). 
 
 
Add device to webeyeCMS 
 
In your web browser, navigate to webeyeCMS and begin adding a device to the site. 
 
 
Serial number 
 
The serial number is located on the bottom of the NVR/DVR. 
 
 
 
 
 
 
 
 
Type of device 
 
Choose “Hikvision NVR/DVR” from the device type dropdown. 
 
 
Submit the form 
 
Once you have filled out the form, press the “submit” button to add the device to your site.  
 
You will then be presented with the “Configure Device” page. Here you can obtain the SMTP settings for 
configuring your device, and set the channel limit, time zone and arming schedule. 
 
Depending on your connection type, you will need to enter either the Access Token (verification code) 
for P2P (Fig1) or connection details for direction connection (Fig2). 
 

https://monitor.webeyecms.com/general/home
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(Fig1)  

 
 
(Fig2) 

 
*NOTE: The above are examples only and not to be used. 
 
 
You will need to save any changes by clicking “Update device configuration”. 
 
If webeyeCMS can establish a P2P connection to your device, it will be added and enabled. 
 
If there was an issue establishing a connection, webeyeCMS will display an error message, the device 
will still be added but in a disabled state. The connection problems must be resolved before the device 
can be enabled. 
 
If you are unsure on how to resolve the connection problems: 
 

• Ensure the device has a working Internet connection.  
• Double check the verification code you entered into webeyeCMS matches the one you entered 

in the device.  
• If you have a Hik-Connect account, you will need to remove your device from that account.  

 
• If none of the above is applicable, try rebooting the device.  
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• Contact technical support. Keep note of the device serial and the error message webeyeCMS 

 shows you as this will help diagnose the problem. 
 

Once the device is added and enabled, proceed to the next step. 
 
 
Setting up SMTP 
 
Once the device is added in webeyeCMS, you will need to configure the SMTP settings of your device. 
To find these settings, in webeyeCMS, go to the “advanced configuration” page of the device and locate 
the “SMTP settings” section. Proceed to setup your device. 
 

1. In the NVR/DVR menu interface, go to “Configuration/System > Network > Advanced Settings”.  
2. Click on “Email”.  
3. Configure the settings so they match the settings provided by webeyeCMS.  
4. Click “Save”.  
5. To test your settings work, click the “Test” button. You should receive a popup saying  

“Test succeeded” and on webeyeCMS you should get an “Alarm test” signal from the device in 
your alarm queue. 
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Configure events to use SMTP 
 
At this point, everything is set up to allow webeyeCMS to receive events over SMTP. Now you just need 
to configure which events should be sent to WebeyeCMS. To do this, go to “event configuration” (in this 
case, we’ll configure the “Intrusion Detection” event) 
 

1. In the NVR/DVR menu interface, go to “Configuration/system > Event > Smart Event”.  
2. Click on “Intrusion Detection”.  
3. Go to “Linkage Method” and tick the “Send Email” linkage method. Enabling this option sends the 

event to Webeye.  
4. Click “Save”.  
5. Repeat these steps for each event you want to send to webeyeCMS. 

 


